**Experiment-10**

**Aim:** Use RSA for generation and verification of digital signature on file.

**Introduction:**

RSA digital signatures are like a digital seal of approval. They make sure that online stuff is real and has not been messed with. Here is how they work:

There are two keys, one for locking (public) and one for unlocking (private).

The private key makes a unique signature for the data, like a special stamp.

Other people can use the public key to check if the stamp is real, making sure nobody can deny sending it.

RSA works because it is hard to crack the code used for the stamp, and it is crucial for trust and safety online, like making sure documents are real and online payments are secure.

**Program (Source Code):**

// senders's authentication only

#include <bits/stdc++.h>

#include <cmath>

double PrivateP = 13;

double PrivateQ = 23;

double PrivateN = PrivateP \* PrivateQ;

double phi = (PrivateP - 1) \* (PrivateQ - 1);

double PrivateE = 2;

int T1 = 0;

int T2 = 1;

using namespace std;

double powerMod(int plaintext, double power, double n){

    if (int(power) == 0) {

        return 1;

    }

    double result = powerMod(plaintext, power / 2, n);

    result = int(result \* result) % int(n);

    if (int(power) % 2 == 1) {

        result = int(result \* plaintext) % int(n);

    }

    return result;

}

int gcd(int a, int b) {

    int temp;

    while (1){

        temp = a % b;

        if (temp == 0){

            return b;

        }

        a = b;

        b = temp;

    }

}

// to calculate inverse of a number

// to calculate value of d (inverse of e) modulo n

int extendedEuclidean(int a, int b){

    // a > b

    int A = a;

    int B = b;

    int Q = A/B;

    int R = A%B;

    int T = T1 - (T2\*Q);

    // cout<<Q<<" "<<A<<" "<<B<<" "<<R<<" "<<T1<<" "<<T2<<" "<<T<<" "<<endl;

    A = B;

    B = R;

    T1 = T2;

    T2 = T;

    if (B == 0){

        return T1;

    }

    else{

        return extendedEuclidean(A, B);

    }

}

int calculateE(int PrivateE){

    // calculating value of PrivateE

    while (PrivateE < phi){

        // e must be co-prime to phi and

        // smaller than phi.

        if (gcd(PrivateE, phi) == 1){

            break;

        }

        else{

            PrivateE++;

        }

    }

    return PrivateE;

}

// to generate MD1 and MD2 for message m

int hashingFunction(string m){

    int hash = 0;

    for (char c : m){

        hash = (hash \* 31) + c;

    }

    return hash;

}

// to generate digital signature for a md value generated in hashingFunction()

int generateDigitalSignature(int md){

    int k = 2;

    double PrivateD = extendedEuclidean(phi, PrivateE);

    while (PrivateD < 0){

        PrivateD += phi;

    }

    // cout<<phi<<endl;

    // cout<<PrivateE<<endl;

    // cout<<PrivateD<<endl;

    // cout<<PrivateN<<endl;

    // cout<<power<<endl;

    // double power = pow((int)md, (int)(PrivateD));

    // int power2 = int(power);

    // double digitalSignature = power2 % int(PrivateN);

    double digitalSignature = powerMod(md, PrivateD, PrivateN);

    return digitalSignature;

}

int decryptDigitalSignature(int digitalSignature){

    double PublicE = PrivateE;

    double PublicN = PrivateN;

    // double power = pow((int)digitalSignature, (int)(PublicE));

    // int power2 = int(power);

    // int md = power2 % (int)PublicN;

    double md0 = powerMod(int(digitalSignature), PublicE, PublicN);

    int md = int(md0);

    return md;

}

int checkAuthenticity(int originalMessage, int digitalSignature){

    int md = decryptDigitalSignature(digitalSignature);

    if (originalMessage == md){

        return true;

    }

    else{

        return false;

    }

}

int main() {

    // to calculate value of e which is needed by both Alice and Bob (sender & receiver)

    PrivateE = calculateE(PrivateE);

    int originalMessage = 130;

    cout<<"Original message: "<<originalMessage<<endl;

    int digitalSignature = generateDigitalSignature(originalMessage);

    cout<<"Digital Signature generated: "<<digitalSignature<<endl;

    if (checkAuthenticity(originalMessage, digitalSignature)){

        cout<<"Authenication Successful!"<<endl;

    }

    else{

        cout<<"Authentication Failed!"<<endl;

    }

    return 0;

}

**Output (Program):**

**![](data:image/png;base64,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)**

**Cryptanalysis:**

**Advantages of RSA Technique:**

1. Security – RSA algorithm is a very secure method for encrypting and decrypting sensitive information. It uses the properties of large prime numbers to make it difficult for outsiders to crack the code.
2. Digital Signatures – RSA algorithm can be used to create digital signatures, which can help to verify the authenticity of digital documents.
3. Speed – RSA algorithm is relatively fast and efficient, making it suitable for use in real-time applications.

**Disadvantages of RSA Technique:**

1. Key Size – RSA algorithm requires large prime numbers as part of the encryption process. The larger the prime numbers, the more secure the encryption, but it also increases the key size and processing time.
2. Vulnerability to Quantum Computing – RSA algorithm is vulnerable to attacks by quantum computers, which can potentially break the encryption.

**Applications:**

**1) Secure Communication:** Digital signatures are used to ensure that messages or data exchanged between parties have not been tampered with during transmission. This is essential for secure email communication, instant messaging, and online chats.

**2) Software and Firmware Authentication:** Digital signatures are employed to verify the authenticity and integrity of software applications, updates, and firmware. This prevents the installation of malicious or tampered software.

**3) Document Authentication:** In legal and business contexts, digital signatures are used to verify the authenticity of electronic documents, contracts, and agreements. This eliminates the need for physical signatures and provides a secure method for electronic document management.

**4) E-commerce and Online Transactions:** Digital signatures play a crucial role in online payment systems and e-commerce. They ensure that online transactions are secure and that the transaction details are unaltered.

**References:**

1. GeeksforGeeks
2. www.javatpoint.com
3. www.cryptool.org/en/cto/hill